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1. You've received a friend request 
from someone you don't know.          
do you accept them?

A) No, you decline the request and block 
them. If it's made you feel uncomfortable or 
worried you tell a parent / guardian / teacher.

B) Yes, and then send them a message asking 
who they are.

C) You ask your friends to find out if anyone 
knows who the person is and only accept if 
someone else knows them.

Online safety quiz 
2. You want to post a video to TikTok, but you 

were wearing your school uniform in the 
video. Does it matter?

A) No it doesn't matter, everyone knows which 
school you go to anyway and most of your 
followers know you in person.

B) You suppose it would be better without the 
uniform but can't be bothered to refilm so 
post it anyway.

C) Yes, it matters because your uniform has 
the school name on it, which is personal info 
and it can give away your location so you 
shouldn’t post the video online. 

3. Your friend always 'checks in' to whatever 
location you are at, tagging you in the post 
too. Should you ask her to stop tagging you?

A) Yes, talk to your friend to ask them not to check 
in because you don't want to share details of 
your location. Talk about why it isn't always a 
good idea to share your location online when 
you aren't sure who will be able to see it.

B) No, just have a competition to see who can 
tag who quickest next time!

C) You'd like to, but you know they will say you 
are being silly by not wanting them to tag you.

4. You get an email from the app you use all the 
time asking for your password to fix a problem 
with your account. What do you do?

A) Reply straight away with your password –  
you don't want to risk losing access.

B) Don’t click on any links in the email, but go 
to the app itself and check for any genuine 
messages. It’s probably best to change your 
password too.

C) Reply asking for confirmation that the email 
is genuine and not a scam before sending 
your password.

5. In a game chat someone you don't know  
sends you a link. What do you do?

A) Don't click on any links. You can report the 
message or just delete straight away. 

B) The name looks familiar, so you click the link 
to see if it is anything interesting.

C) Forward it to your friend to see what      
they think.

6. Someone you know has sent you a message 
saying horrible things about another person. 
What should you do?

A) Agree with them, you don’t really like the 
other person anyway.

B) Don't reply to the message, but take a 
screenshot and show it to an adult you trust 
(it could be a teacher who can act to stop   
the bullying).

C) Ignore it and delete the message, you don't 
want to get involved.
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Answers 
1. A, 2. C, 3. A, 4. B, 5. A, 6. B, 
7. C, 8. A, 9. A, 10. C, 11. A, 12. A,

7. You find out someone has shared an
embarrassing photo of you, what should
you do?

A) Just ignore it and hope that it'll be a photo
of someone else they find funny tomorrow.

B) Message them and call them names to get
back at them.

C) You know it’ll be embarrassing, but it is best
to tell an adult you trust (a parent, or teacher)
what has happened so they can help.

Children can contact Childline any 
time to get support themselves at:
childline.org.uk

8. You’ve been chatting to another player on
an online game for a few weeks and they’ve
suggested meeting up at the weekend. What
do you say?

A) This feels a bit weird, so tell an adult you
trust (or a Childline counsellor) what they’ve
asked you to do.

B) Say yes as long as you can meet in
a busy place.

C) Take your best mate along with you, you’ll be
fine if there are two of you.

10. When playing a game a new player joins in
with a rude username. They join in the chat
and say some horrible things to you. What
should you do?

A) Just ignore it, they obviously don’t like you
and you don’t want to make it worse.

B) Stop playing the game, you don’t want
to have to hear the horrible comments.

C) Report the player to the game and block
them. Talk to your parent / adult.

9. How do you find out if a new game you want
to play is suitable for your age?

A) Look it up on the app store or game
developer site and see what age rating it has.

B) Ask your mates if they are playing it, if they
are you can get it too.

C) You just play the games you like, so don’t
bother checking what the age rating is.

11. You use a chat site to talk about a game while
you are playing, but one person keeps going
off topic and asking things like what you
are doing at the weekend and where are you
going. Is this weird and should you answer?

A) Just ignore the off topic comments and talk
about the game. If they keep doing it report it
to a moderator.

B) Tell them all about your weekend plans
and what you are going to be doing.

C) Message them privately and tell them
your plans – you don’t want the rest
of the chat group to know.

12. You are struggling to pass a level on a game.
A friend says that they can pass the level for
you if you give them your password to log in.
Should you do this?

A) Say thanks but no thanks because you don’t
share passwords (or other personal info). But
ask for some tips about the game instead.

B) If it gets you to the next level you’d
try anything!

C) Say yes, but make them promise to forget
your password straight away.

https://www.childline.org.uk/

